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Inno Bio To Develop Biotechnology Product
To Combat Dengue Outbreak

NILAI, Aug 19 (Bernama) -- Inno Bio Ventures Sdn Bhd, a company incorporated under the
Finance Ministry, plans to develop a biotechnology product to combat the dengue outbreak in the
country.

The development cost of the product is estimated to be RM40 million.

President Datuk Dr Ahmed Tasir Lope Pihie said the company is expected to sign a
memorandum of understanding with the Ministry Of Science, Technology and Innovation
(MOST]I) before year-end on the product.

"The proposal has been presented to the Cabinet. The product registration has also been done.
"Once the agreement is signed, we expect it take us about 12 months to deliver the product.

"This project is aimed at developing a product to control the mosquito larvae," he told reporters
after a working visit by MOSTI Minister Datuk Dr Ewon Ebin, to the company here Tuesday.

Ahmed Tasir said the product is not only for the local market but also to be exported later.

Meanwhile, Ewon said MOSTI is committed to supporting Inno Bio in becoming a national
centre for commercialisation and skills development in biomanufacturing.

He said besides the dengue project, Inno Bio is also expected to establish a hub for regenerative
medicine therapy technology by using stem cells.

"This will include cryogenic banking as an optional personalised treatment for cancer therapy
and genetically related diseases.

"Looking at Inno Bio's capabilities, MOSTI strongly believes the company can undertake both
projects,” Ewon added.

-- BERNAMA
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INNO BIO TO BECOME A NATIONAL CENTRE FOR
COMMERCIALISATION AND SKILL DEVELOPMENT IN
BIOMANUFACTURING

Tuesday 19/08/2014

PUTRA NILAI, Aug 19 (Bernama) -- Yang Berhormat Datuk Dr. Ewon Ebin, Minister of
Science, Technology and Innovation Malaysia (MOSTI), today visited Inno Bio
Biopharmaceutical Facilities located in Putra Nilai, Negeri Sembilan. Also present,
Dr. Zulkifli Bin Mohamed Hashim, Deputy Secretary General (Science), MOSTI.

Impressed with the skilled talent of molecular biologists, biochemical engineers and other
experienced talent in Inno Bio, YB Datuk Dr. Ewon highlighted the important contributions
of the company presently making in developing high skilled manpower in Malaysia.

“In MOSTI, we emphasize on the importance of nurturing the science and bringing them to
market sustainably. Science is one of a powerful factor for effective positive social change.
The Malaysian government is continuously putting efforts to support the knowledge-based
economy”, says YB Datuk Dr. Ewon Ebin.

Much of the world is preparing for a future dependent on science and technology.
Furthermore, the potential benefit to better quality of healthcare has attracting many
economies throughout the world towards biologics industry.

Many countries is charting and mapping out capabilities, acquiring knowledge and skills to
become experts in biopharmaceutical industry which government found it crucial to the
society. The establishment of Inno Biclogics is the testimonial of the Government initiatives
to develop biotechnology industry. We can see that human capitals are continuously being
trained to provide the required services.

Unfortunately, like any other industries, the biopharmaceutical industry are facing
challenges too. However, despite challenges, it has tremendous potential to the economy
and the opportunity to improve Malaysian quality of life with services and products.

“I realize it is not going to happen overnight. But a comprehensive plan will enhance the
effort towards realizing the benefits and bring significant economic contributions together
with various positive social implications,” Ewon added.

MOSTI is also committed to support Inno Bio in materialising their business turnaround plan
for facility expansion inclusive of fill and finish facility and extension of manufacturing line
for Inno Bio to become a National Centre for Commercialisation and Skill Development in
Biomanufacturing. It is critical for the country to have the facility gazetted as the National
Strategic Asset for DRUG SECURITY PROGRAM.



In addition to the above, MOSTI is also embarking into several initiatives with a technology
partner for the following projects:

e To combat dengue outbreak by using innovative and safe biotechnology product to
control the mosquito larvae.

e To establish a hub for regenerative medicine therapy technology by using stem cell.
This will include cryogenic banking as an optional personalised treatment for cancer
therapy and genetically related diseases.

o
“Looking at Inno Bio capabilities and capacities, MOSTI strongly believes Inno Bio would be
able to undertake both projects”, says Ewon.

"We are shocked by latest development of dengue fever. In Kelantan alone, a number of
8,074 dengue cases was reported until July this year, with 12 deaths compared to 839
cases with 1 death last year. Therefore, Inno Bio is ready to take the challenge proposed by
MOSTI”, says Y.Bhg. Datuk Dr. Ahmed Tasir Bin Lope Pihie, President, Inno Bio Ventures
Sdn. Bhd.

In summary, Biotechnology can be one of the lucrative industries to support the economic
growth. Through this industry, it will tremendously boost the Nation’s economy. MOSTI sees
the role of healthcare as one of the flagship sectors, and Inno Bio’s business plan is
extremely critical towards creating opportunities and sustainability in innovative healthcare
industry. Furthermore, it will contribute and promote the innovative product development
and product commercialization in congruent with the commercialization year champion by
MOSTI.

For more information, kindly go to our website: www.innobiologics.com.

Inno Biologics Sdn. Bhd. is a /eading contract manufacturing organisation (CMO), capable
of producing biopharmaceutical products using mammalian cells. The biopharmaceutical
products is not only safe and effective but affordable.

Inno Biologics is a subsidiary of Inno Bio Ventures Sdn Bhd, a company incorporated under
the Ministry of Finance, was established in 2002 and closely affiliated with the Ministry of
Science, Technology and Innovation (MOSTI). Establishment of Inno Biologics is a boost to
the development of the biotechnology industry that meets the government inspiration to
make biotechnology as one of the main contributors to the economic growth and Gross
Domestic Product (GDP).

Its establishment is in line with the National Biotechnology Policy launched in 2005, which
among other things, emphasizes the development of healthcare biotechnology, industrial
biotechnology development, research and development and technology acquisition and
development of human capital.

Source : Inno Bio Ventures Sdn Bhd

FOR MORE INFORMATION PLEASE CONTACT:
Name : Nur Asma’ Ahmad Safyan
Assistant Manager, Inno Bio Ventures Sdn. Bhd.
Tel : +603-7996661
Fax : +606-7996660
HP : +6013-3051777
Email : nurasma.safyan@innobioventures.com

--BERNAMA
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Computers of offiuals infected with malware

By NICHOLAS CHENG
nicholascheng@thestar.com.my

KUALA LUMPUR: The computers of
high-ranking officials in agencies
involved in the MH370 investigation
were hacked and classified informa-
tion was stolen.

The stolen information was allegA
edly being sent to a computer in.
China before Cyberse I

transmissions blocked and the infected machines shut
down.

The national cyber security specialist agency revealed
that sophisticated malware (malicious software),

disguised as a news article reporting that the missing -

Boeing 777 had been found, was e-mailed to the
officials on March 9, a day after the Malaysia Airlines
plane vanished during its flight from Kuala Lumpur to
Beijing.

Attached to the e-mail was an executable file that was
made to look like a PDF document, which released the
malware when a user clicked on it.

A source told The Star that officials in the Department
of Civil Aviation, the National Security Council and
Malaysia Airlines were among those targeted by the
hacker.

“We received reports from the administrators of the
agencies telling us that their network was congested

EXCLUSIVE

w1th e—mal.l going out of theu' serv-

investigation.”

About 30 PCs were infected by the.

- malware, CyberSecurity Malaysia said.

It discovered that the malware was

sending the information to an IP

address in China and asked the Internet service provider
in that region to block it.

An IP (Internet Protocol) address is a unigue numerical
label assigned to each device on a computer network.

“This was well-crafted malware that antivirus pro-
grams couldn't detect. It was a very sophisticated attack,”
Amirudin said.

The agency and police are working with Interpol on
the incident.

CyberSecurity Malaysia suspecls the motivation for
the hacking was the MH370 investigation.

“At that time, there were some people accusing the
Government of not releasing crucial information,”
Amirudin said.

“But everything on the investigation had been dis-
closed.”

Flight MH370 with 239 on board went missing on
March 8 about 45 minutes after take-off.

0se Eﬂuﬂ'cohta'ined confiden-

tial data from the officials’ computers,
_including the minutes of meetings
and classified documents. Some of
these were related to the MH370

n

Anatomy ofa spearphlshlng attack

Hacker makes a list He looks
of key personnel upthe
in the organisatio employees
Raving the on Facebook
confidential / and other |
| datahe - social media
wants. : to glean thei
o & interests.
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e-mailing copies of all documents
and othrdaia on it to the hacker

o Hacker, who may
£ be in ancther
country, receives
~ the stolen
" information.
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Expert: Spearphlshmg needs
lots of planning and work

PETALING JAYA: Spearphishing at-
“tacks such as the ones that targeted
the Givil Aviation Department and
* the National Security Council require
a lot of planning and work, said a
cyber security expert.

These point to either a very skilled
attacker or group of hackers who
have the know-how to spoof an
e-mail address to make it appear as

if the message is coming from a-

familiar sender, said Dhillon Kanna-
bhiran.
Kannabhiran is chief executive of

Hack In The Box which organises the
annual HIMBSecConf series of net-
work security conferences.

He said that sensitive and confi-
dential documents should always be
encrypted as an added layer of secu-
rity against hackers.

How sophisticated an attack
‘was, Kannabhiran said. depended
on which version of the Microsoft
Windows operating system was
on the victim's computer and how
up to date the system security
was.
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